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ABSTRACT 
For internet of things (IoT) platform, the internet of medical things (IoMT) is relatively new, but it offers a 
lot of potential advantages for intelligent health-care systems and smart future networks. The key to 
realizing this potential is making effective use of the health-care data, which can be difficult given how 
highly heterogeneous the data is and how it is dispersed among various devices with varying levels of 
importance and access authority. In order to tackle this problem, In this research article an smart 
contextual data aggregator with a use case of early sepsis detection using experimental data in the 
decentralized and distributed edge-based IoMT platform. The article delves into great detail about the 
various meta data aggregator capabilities and the overall IoMT architecture.. Researchers hypothesise, 
based on the conversation, that the suggested structural design would enhance usability and general 
enactment of IoMT platforms. 
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INTRODUCTION 
Medical equipment and various apps for healthcare are combined to form the internet of medical things 
(IoMT) [1]. IoMT uses several network technologies to establish a link between various health-care IT 
systems [2]. IoMT is now growing in several health-care sectors with the goal of making the healthcare 
system more dynamic, personalized, and less expensive [3]. By reducing needless hospital visits, IoMT 
can lighten the burden on medical staff. It can also offer a secure data transfer network for the 
interchange of private medical information across various healthcare providers. It can automatically 
deliver health information to medical experts in a timely manner. This, in turn, can be highly helpful for 
treating patients who are in critical condition or for prompt interventions in such cases[4]. It is essential 
to remember that the goal of IoMT is not to replace the present health-care settings, but rather to give an 
extra means of exchanging medical data in a safe, reliable, and expedient manner, hence providing useful 
and relevant information [5]. For the medical experts, this guarantees a better diagnosis and better care 
[6]. 
Optimizing the present workflow in the healthcare industry, effective inventory management, and strong 
integration of various medical devices are necessary to increase the usefulness of health data [7].IoMT is 
capable of doing all of these quickly and efficiently. In order to better serve patients, since health care 
providers can now access a wealth of data through the Internet of Medical Things, This article must 
address the crucial question of how to transform this data into actionable insights that can be taken in 
real time. 
Healthcare professionals can presently propose early illness prediction, notable patterns, and 
physiological abnormalities to patients without being overloaded with medical information thanks to 
artificial intelligence-powered data analytics and visualization, together with the beneficial use of  
perceptive acumens [8]. 
Because it takes less time to analyse all the data, it can improve diagnostic procedures already in use in 
the healthcare industry. Additionally, because medical data is processed automatically, it won't interfere 
with regular workflows in these settings. The first step in making the health data usable is to effectively 
integrate various forms of health data from various IoMT devices. As a result, data transfer compatibility 
across various IoMT devices is crucial in this situation [9, 10]. 
In this case, metadata can be of great use to us in ensuring compatibility. "Data about data" is the standard 
definition of metadata. More specifically, metadata may be described as the data need to comprehend and 
place a particular data element in context [11]. One important part in this regard may be the intelligent 
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aggregation of metadata from IoMT devices. In order to provide a more accurate summary, it is essential 
in the healthcare industry to gather and examine data from all relevant sources. For instance, a diagnosis 
of an illness may be made using not just the patient's symptoms but also their demographic and genetic 
data [12]. Such information's metadata can make the procedure easier. This might be helpful, in 
particular, if wish to include a decision support system application and analytics for machine learning and 
data visualisation in our IoMT framework. Since IoMT is still a fairly innovative area, architecture's 
metadata aggregation component has not received much attention. Lobe al. [13] examined the use of 
metadata in addition to the procedures and instruments, utilising Semantic Interoperability assured 
protocols and Electronic Health Records . A large data integration platform that is powered by metadata 
was showcased by Gouripeddi etal. [14] to integrate health and sensor data for a range of translational 
exposomic research endeavours. In view of this, the distributed, decentralized, edge-based architecture of 
the Internet of medical technologies proposes an  aggregator in this article. To demonstrate the 
significance of this component, we address its application in decision-support platforms for automated 
diagnosis [15]. 
An intelligent metadata aggregation component that is distinct, distributed, edge-based, and part of the 
decentralized and distributed Internet of medical technologies architecture. 
In order to demonstrate the value of adding this component, it will be integrated with the clinical decision 
support system. 
 
2 .Distinct facets of metadata 
The various facets of metadata in the healthcare industry are covered in this section. A comprehensive 
understanding of the diverse features of metadata is important in order to appreciate the significance and 
distinctiveness of recommended content aggregator's context-dependent functionality. 
 
2.1. Metadata pertaining to patients 
Information about a patient's name, residence, birthdate, phone number, and marital status ,age, 
demographics, and other personal details might provide details about the patient. It can be referred to as 
the specific context of a patient's personal data. It may be enhanced to include information about family 
relationships and personal life. It may obtain precise context for a patient's health care information by 
looking at physiological data, results from laboratory tests, case histories from previous visits to other 
healthcare facilities, diagnostic reports, and metadata related to biometric data. If any sensors or personal 
health monitoring devices are worn by the patient, the data can also incorporated utilizing the patient's 
internalized context-specific information relevant to health-care management. Social media may also 
reveal details about a sufferers pastime, habits, bodily activities, and public interactions. In this regard, 
users can identify the information from a social media perspective. 
 
2.2. Metadata relevant to healthcare providers 
Information on many facets of healthcare is often recorded by organizations, businesses, or medical 
specialists. One such instance is the patient's medical records. Important information about patients and 
their demographics may also be found in the thorough hospital admittance records. Classifying medical 
texts based on various medical specialties is also very important. The specifics of different clinical 
research investigations are also highly significant. Various regulatory reports concerning upkeep, 
procedure, and updates might give us information about healthcare facilities. Additionally useful 
information can be obtained from patient care billing records and equipment cost reports. This situation 
has three contexts. One might examine the information about medical information in a medical setting. 
The procedure and maintenance data may be thought of as the managing context. It is possible to see the 
bill and cost information in an economic perspective. 
 
2.3. Metadata about medications 
Comprehensive drug knowledge is very important. It can provide us a lot of information about the 
patients. Information regarding the pharmacological studies that back this medication is also useful. 
These sorts of data are typically obtained through clinical studies. A crucial insight is a drug's suitability 
for a certain situation. This has two contexts. One is information on drugs tailored to a patient. The other 
is general drug-related research information. 
 
2.4. Metadata relevant to healthcare payers 
Healthcare providers get payment from several entities or people. One significant stakeholder in this is 
the government. Various insurance providers bear financial responsibility as well. A portion of the salary 
for the majority of private businesses' employees must also be covered by them. Also, it is paid according 



Journal of Computational Analysis and Applications                                                                             VOL. 33, NO. 8, 2024                           VOL. 33, NO. 2, 2024 

 

                                                                                 3                                                                          G.Vijay Baskar et al 1-7 

to the patient. Here, it may enumerate the data from the three contexts: person,  private and public. It is 
important to remember that public and private sectors may interact since, on occasion, government 
payments may be sent through a variety of insurance providers rather than directly to the recipient. 
 
2.5. Metadata concerning to government regulatory services 
Standards are provided by government regulatory services to safeguard all parties involved in the health 
care industry, particularly patients and caregivers. It also guarantees that there can be no damaging or 
exploitative acts in the healthcare industry. By utilizing the data from these services, which also afford us 
with perceptions into future forecasts topics; it may improve the management process. From this, two 
settings may be briefly described. The first is the state of the health care sectors as of right now, as 
reported by various regulatory agencies, and the second is the possibility for future development. 
 
2.6. Metadata relating to healthcare data service providers 
Owing to the developments in big data and information technology, a number of businesses today offer 
data services to healthcare providers. Samples of several kinds of meta data from this category include 
the developments in medical note-taking speech-to-text technologies, advanced insights into valid 
prescription completion, and efficient automatic integration of terminology and taxonomy related to 
medical information. In this case, the many software-based tools for data analysis may also be helpful. 
The security and privacy aspects as well as the compatibility with other medical devices to make it more 
reliable and automated are the crucial contexts that can be inferred from this. 
 
2.7. Metadata associated with healthcare information services 
There are people or organizations that offer health-related news and recommendations without having a 
direct relationship with medical centers. Usually, the goals are to make things better and increase public 
awareness. This is a great source of information regarding the general health-care information. Based on 
the accessibility or popularity of this material, researchers may obtain a general understanding of the 
most popular medical issues that people are curious to learn more about. This category has two crucial 
scenarios. You may get the exact information from several websites or authorized/verified outlets. Social 
media also provides the most-interacted-with, informal information. As a result, these formal and 
informal settings can provide us with a range of informative features. 
 
2.8.Metadata connected to health care research  
The field of healthcare study is vibrant then evolving quickly. Every day, enormous amounts of 
information are produced, most of which are freely accessible to everyone. The research articles and data 
offer insightful information on a variety of healthcare-related subjects. It is important to remember that 
this knowledge can supplement the regular application and use of recognized techniques or medications 
in the medical fields. Big data, IoMT, and analytics may help with this, thus it would be very advantageous 
if this data could be automatically linked with the existing setup. The settings relate to the findings of 
recent research and forecasts for future advancements. 
 
2.9. Metadata connected to medical equipment manufacturers 
Manufacturers of medical equipment are always improving their products to keep them current and 
functional. From their perspective, they may also provide us a lot of information. Since these gadgets are 
directly connected to the healthcare industry, they are able to give us information instantly.. From the 
device's point of view, users may obtain a lot of information on its functionality, upkeep, and resource 
consumption. This information will be helpful in maintaining a reliable IoMT setup. This section 
introduces the component of the metadata aggregator. It is significant to note that this section describes 
the different modules and sub-components of the recommended metadata aggregator. 
 
3. Brainy Metadata aggregator  
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Figure 1. Current IoMT platform is cloud-centric.. 
 
An example of a typical IoMT platform implementation from today is shown in Figure 1, where cloud-
based middle-wire architecture is used for primary data processing, analysis, administration, and storage. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure 2. Proposed Edge based IoMT Platform 
 

In contrast, the edge-based IoMT architecture that proposes in Figure 2 is decentralized and spread out. 
As indicated by the green circles, various IoMT "end devices" are connected to one another according to 
the context given in section 2. The edges are subsequently linked to these end devices, as indicated by the 
blue circles. Contextual data that is metadata-centric forms the basis of these connections. The edges are 
decentralized and distributedly connected to one another. Consequently, the data collecting process 
depends on the effective and thoughtful aggregation of information utilizing a particular edge component. 
An extensive summary of this metadata aggregation feature in our suggested IoMT platform is given in 
Figure 3.There are three components in our suggested platform. They are listed below:The IoMT devices 
layer contains the "Data & Services" module. This module is used to start any service or application from 
the user or to gather metadata or data from the end devices. The "Metadata Aggregation" module is in 
charge of gathering metadata according to contexts and delivering the data for additional analysis to the 
"Data Analysis" module based on these metadataThe edge layer has these two modules. The "Metadata 
Aggregation" module's "Context Acquisition" sub-component gathers context for a particular application 
or service that the "Data & Services" module requests. Then, "context modelling" models these 
appropriate contexts for particular systems. "Context Reasoning" deduces appropriate contexts for each 
given activity. This sub-component can be called intelligent context reasoning since it makes use of deep 
learning and distributed machine learning. The "Context Distribution" sub-component uses the decision 
outcomes, and the "Data Collection" sub-component uses these metadata-specific contexts to obtain data 
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from the end devices. The information is then utilized to analyse the specific service or application in the 
"Data Analysis" module. The last step involves sending the outcome to the "Services & Applications" sub-
component, which displays it on the end device.  
In conclusion, an illustration of an early detection program using health information [15] in the IoMT 
platform is presented to illustrate the usefulness of this additional component. Early identification of 
sepsis is a critical issue as it can save patients' lives. One instance an application for a decision assistance 
system retrieved from "Services & Applications" section, "Data & Services" module is "Early Sepsis 
Detection." To the sub-component is sent a service request. "Context Acquisition" (1). The "Context 
Acquisition" subcomponent then obtains contexts from the end devices based on the specificity of the job 
(in this example, sepsis detection) (2, 3). Following the modelling of the contexts (4), the "Data Analysis" 
module assists  "Metadata Aggregation" module in resolving the necessary contexts (5). 
 

 
Figure 3. IoMT platform that is decentralized and distributed uses an intelligent context-based metadata 

aggregator. 
 
Context Reasoning uses the "Training" sub-component (6a, 7a) if the request is to train the data (as stated 
in 1); otherwise, it uses the "Testing" sub-component (6b, 7b) for inference. Sub-component (9) "Context 
Distribution" is then used to distribute the contexts enabling the collection of the required data from the 
end devices (10, 11). The "Data Analysis" module then receives the data for training (12a) or testing 
(12b). Ultimately, the "Services & Applications" module receives the results (13a or 13b) for display to 
the user. Noteworthy is the fact that this configuration allows us to expedite the process by eliminating 
the need for pointless data searches across all sources. 
 
4.DISCUSSION 
The IoMT enabling technologies that are now in use and standard will be used to create our proposed 
decentralized and distributed edge-based intelligent context-based metadata aggregator-based Internet 
of medical technologies platform. These technologies are addressed in this section. 
The 'Services & Applications' sub-component of the 'Data and Services' module may be integrated with 
Riot OS, TinyOS, Contiki, LiteOS, and Android, among other classic embedded operating systems. Here, the 
devices can guarantee interoperability by utilizing the standard transmission protocols in conjunction 
with REST (Representational State Transfer) [16]. The primary issues that need more investigation are 
those of availability, management, reliability, interoperability, scalability (large-scale deployment and 
integration), security (authentication, access control, configuration management, antivirus protection, 
and encryption), and privacy. [16]. 
The "End Devices" sub-component is a grouping of both physical and virtual entities that are able to 
connect to the "Machine Intelligence" module via various communication protocols. These entities are 
endowed with characteristics such as sensing, identification, actuation, interoperability, and 
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interpersonal linkage.Real-world entities include various sensors and actuators [4]. For the "Machine 
Intelligence" module to function and be connected, virtual entities are various embedded software 
packages. Open application platforms, or OAPs, should be the foundation of the software architecture. 
Additionally, open application programming interfaces, or APIs, should be made available for sensors and 
other devices in order to guarantee modularity and open access. WSNs standard are the most often used 
solution in this instance [17]; However, for sensitive medical information, memory, processing, identity 
management, and connecting remains major issues that need to be overcome [16]. Considering that an 
architecture centred on fog computing or decentralized edge centricity could be more suitable in this 
situation, dispersed cognitive IoMT  offer  invaluable visions in this area [10].  
The "Data and Services" and "Metadata Aggregation" modules can communicate with each other using the 
most effective widely used TCP/IP based protocol stacks. Here, interoperability across various network 
technologies is crucial, hence a standardized method is required [16]. This module is particularly 
important as it manages the effective data aggregation via the metadata aggregator; so, fault tolerance 
and delay management are crucial concerns in ensuring real-time processing [4]. This means that the 
cloud-centric design that now dominates the different IoT platforms has to be modified [9]. To reduce this 
problem, researchers will investigate edge- or fog-based methods [18, 19].Authenticity, precision, and 
security might be assured by intelligence agent-based sub-components in this module [20]. The five 
elements listed in [22] should serve as the foundation for context acquisition: (a) the acquisition 
procedure; (b) frequency; (c) responsibility; (d) sensor varieties (e) source. 
Healthcare metadata quality must be assessed using "confidence, coverage, freshness, accuracy, 
resolution, timeliness, and resolution," which means uncertainty modelling should be used to the context 
modelling [23]. For context reasoning, several learning-based approaches, both supervised and 
unsupervised, should be applied [22]. The context dissemination method in the context of healthcare 
metadata should have similarities with the context acquiring process. As one of the main components of 
our suggested platform architecture, "Context," let will explore this topic in great detail. 
The "Data Analysis" module is primarily in charge of evaluating the data. this normally require a system 
with a large quantity of storage and a high processing capacity. The most popular ways to utilize this 
module are on a number of cloud systems[24]. As it already discussed, while it assures robustness and 
maintainability, it still need improvement for IoMT platform [25]. A critical issue is ensuring improved 
deep learning and machine learning while shifting storing and computing complexity from a centralized 
to a distributed and decentralized approach. In this situation, edge computing combined with distributed 
machine learning can be helpful [26]. In these situations, federated learning holds promise it enables 
instruction on end devices, protecting confidentiality and full decentralization of distributed edge-based 
systems while maintaining deep learning's performance. 
 
5. CONCLUSION 
The study presented a novel intelligent context-based metadata aggregator component in the 
decentralized and distributed edge-based IoMT platform and examined its many implementation and 
usability-related components in the of early diagnosis via proven data. The article research investigates 
how this component may be used effectively to support data-centric IoMT platform for numerous 
scenarios in the health care industry. We want to construct such a platform in the future to demonstrate 
how easy it is to incorporate this component. 
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